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New Roles, Users and Permissions Workflow

* A Role must be available or created before adding a user, many users can be associated with a particular role. Roles can be name using your business
terminology and permissions can be added or removed when required.

Create or confirm that a role
already exists.

Assign the correct

R e Create a user Assign a Role

If there is not a role or an
appropriate role

Create a Role

Assign specific customers (if
required)

You are the Account
Administrator and need to
provide a sub-user access
to the SAP Ariba Network.
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Account Settings — Users Tab Information

The Users tab/selection is only available to the Account Administrator, use
this tab to maintain users for the SAP Ariba Network for:

» Creating Roles

» Creating Users

* Maintaining Users

* Assigning permissions

» Resetting passwords

» Assign the Account Administrator role to another user

1. Users - The tab accessed by the System
Administrator to create, update and maintain users

2. Manage Roles — Roles must be created prior to
creating users, roles are created based on the
functions/roles within the supplier organisation

3. Manage Users — Used to add, delete, update and
maintain both users and specific permissions of users

4. Manage User Authentication — Used to increase
system security

5. Role Name — The name of the function/role added by
the System Administrator, users are then assigned a
role based on the permissions required to perform
their job

6. Users Assigned - Indicates the number of users
assigned to the Role

7. Actions — The actions allowed, the System
Administrator role cannot be deleted, there is only 1
System Administrator at any one time

8. + -Usedto Add Roles
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Checking If any Roles are currently setup

Only the Account Administrator can manage roles, add users, and control
permissions. Even selecting all available permissions will not prove access

to the Users section of the SAP Ariba Network. T 1
Roles should reflect the job roles within your organization, particularly those e 3“_ _ |
that need to interact with the SAP Ariba Network. Fn . e doefebocompary
Roles are then assigned permissions so that sub-users are able to access Y | Wy e

the network and perform the tasks required.

T Business Network Standard Account
"

Account Settings
Account Settings

Swditch to Test Account - “
Customer Relationships Seschio Test Account

1. Signinto the SAP Business Network Supplier (ariba.com), click on

ABC COMPANY

your |n|t|a|s |n top r|ght Corner Of appl|cat|0n — : Customer Relationships Usarg [ Applic ation Subscriptions Actcoun Regstraton AP managamant
. Aecaunt Hisrarch Manage Rokes 4 = Manage Usss Authenticatiorn Fevokad Lise
2. Select Setting count Hierarchy
i Aeplicat Subseriptions Sanvice Subscrighions
3. Select Users R — 2 Rotes
N Account Type Change Log . .
4. Confirm you are on the Mange Roles tab | R Filters
5. Locate Role Names and determine whether you need to add, edit or fesss s b L s LS8l .
update permissions on an existing role. =
Apply Re
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Adding a Role

Permissions are assigned by the Account Administrator based on the Role
Responsibilities, refer to Common Role Permissions.

A new role does not need to be created if adjusting permissions, refer to editing
permissions.

1. Signinto the SAP Business Network, click on
your initials

Select Settings

Select Users

Confirm you are on the Manage Roles tab
Click on the +

Add the name of the role

Scroll down to see available permissions, and select all

N A wN

applicable permissions, use Page to review more
permissions
Note: Standard Account Suppliers do not have the same
number of available permissions,
8. To select all permissions select Permission
9. Once completed, click on Save
The screen will revert back to the Manage Roles Tab
10. Click on Save
A Green ribbon indicates that it has been successfully saved,

a Red ribbon indicates an error, correct and re-save
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w0 @ W 1

Jane Doe
ane dosaboiompany ‘

Conwert to Standard account

ot Qa
-

Link User IDs
Account Seitings Contact Administrator "
Customer Relationships Switch to Test Account B
Usars ABC COMPANY

Motifec ations
Acoaunt Hisranchy - -
Company Profile

5 Agpplication Subsoriptions

service SubsCrighons
Scoount Registration 2
MO opint Regisirato Settings »
W

Account Type Change Log

Lesgout

| Metwenrk Setiings

I*-J’fﬂfﬂ!..fﬁ!ﬂ!ffff!!f

Create Role 9

e Soke Informaton

Account Settings “ 10

o Wour profle hes been sucosssfully upcted
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Common Role Permissions

* You can select/grant all permissions to a Role by selecting all permissions or select specific permissions only. Please note that there are 5 pages of Permissions for you to
choose from.

« Common Permissions Required by Users on the Ariba Network are listed below. For a full list of the available permissions, please access the Ariba
Administration Guide and go to the Permissions Section.

Function Permission Description Page #
Person responsible for managing invoicing transactions including invoice
Invoicing Inbox and Order Access submission 2
Person responsible for managing invoicing transactions including invoice

Invoicing Invoice Generation submission 2
Invoicing Invoice Report Administrator Access to Reporting and Invoice Report Type 2
Invoicing Outbox Access View and search documents in Outbox and take actions based on your role 3
Invoicing Payment Activities Manage your payment activiites 3
Invoicing Payment Profile Configure your payment profile 3
Invoicing Contract Access View contracts and generate invoices 1
Manage Trading

Relationships Customer Administrator Manage customer relationships 1
Manage Trading Allows the assigned user to merge a trading related invitation into this Ariba
Relationships Trading Invitation Account Merge Network Account 5
Manage Trading

Relationships Customer Relationships View customer relationships 2
Account Data Management|Company Information Review and update company profile information 1
Account Data Management|Contact Administration Maintain information for account contact personnel 1
Account Data Management|Transaction Configuration Configure account for electronic transactions 5
Account Data Management|Company Data Deletion Cofiguration Access to company data config. 1
Account Data Management|Goods Receipt Report Administration Access to Reportiing and Goods Receipt report type 2
Account Data Management|Purchase Order Report Administration Access to reporting. Purchase Order and Order Summary report types 3

N\~ .
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Editing a Role

NOTE: Permissions are assigned by
the Account Administrator based on the
Role Responsibilities, refer to Common

Existing Roles can be edited, including;

Changing the name of the Role Permissions.
Removing permissions
Adding Permissions B e
Identif}ling ASSTE”'E’d Users [rev—— M_..u.,-“I; [ Bl Sulrciglints ALTELI, MEgRTE AP g
Moving Assigned Users to another role e 5
Permissions
. . | Selected Role Information
2. Click on the name of the role you need to modify
3. The Edit Role screen is displayed, the active - 2 7 — —
permissions are shown, to view other available e v
permissions, click on Show me all the Permissions ) e oo i
available permissions - o s e i
4. Review and select other permissions this role
should have (review other pages) . >
5. Click on Save
6. Screen returns to the Manage Roles tab, click on
Save ¥ Uplinag
A Green ribbon indicates that it has been Coromy o oGt iy
successfully saved, a Red ribbon indicates an error, ————— R - 6
Coampoaen plandning COlabormson PSS 10 v COMpOnel planning oo coount Settings
correct and re-save v/l [— : 0
Comract Arvess Vi ONTACTS BNl RETETAE INWOIonT. &% SUD _ . 3
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ldentifying Assigned Users to a Role & Moving users to

another Role

Only the Account Administrator can manage roles, add users, and control
permissions. Even selecting all available permissions will not prove access to Account Settings =n
the Users section of the SAP Ariba Network.

ST e, 5 hariboation Eprpl atinn Sulrriplons AODIUNT REgHITE A PR
1. Display the Manage Roles tab :I
Marage Ruoles i Linary Warags Liser Asthenticaion Bewrked Lners (TR

2. Scroll down to Assigned Users

3. The Users assigned to this Role will be displayed

4+
4. To Move a User to a different Role, select the affected user A sern
5. Click on Move to another role — 2
6. The Move Users to Another Role pop-up box is displayed, click on the uaram o rece
Select Role down arrow ;
NOTE: The Account Administrator is not available, to change the Account
Administrator refer to Change Administrator Assigned Users (1) 3
7. C“Ck on Move and Save Yol can Sdd users 0o this role, remove users fram this fale or move @er o anather ole
Note: A screen pop up confirms the move o Usemame 1 Emal Adress First Miame
3 You hawve Euttiiirhll}' moved the selecied J 4“’“‘“"31:IrE o jane. doe @l plighting com fane

WEETE 10 I P fole ®
L Ramiove I Miove to another role I

8. Screen returns to the Manage Roles tab, click on
Save

8. Screen returns to the Manage Roles tab, click on Save.

A Green ribbon indicates that it has been successfully
saved, a Red ribbon indicates an error, correct and re-
save
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Getting to the Manage User Tab - Manage Users Information

Only the Account Administrator can manage roles, add users, and control — 1 Manage Users Information
permissions. Even selecting all available permissions will not prove access to -
the Users section of the SAP Ariba Network. —_
Accessing the Manage Users Tab - e - |
1. Sign in to the SAP Business Network, click on

your initials

Select Settings

Select Users

Confirm you are on the Manage Users tab
The list of users is displayed

Click on + to add users

Click on 7 to export contacts list

Click on = for the Table Options Menu

© ©® N ;U ohA N

The Filter allows for a search based on the

criteria selected, use the drop down to select the

criteria, enter the information, click onthe -

click on Apply. The info will be displayed
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Users — Create Users / Assign Roles / Assign Customers

After Roles have been created or added as required, Users | pgr—— 1 R
can be created Manage Roles | Manage Users age User Autherticati

2.
To Create a User:

Users o
1. Click onthe Manage Users tab
2. Click on the PLUS button
3. The Create User Screen is displayed, enter a User

[
name “ —— |

Note: The User name can be the email address of the User Create User Done
or it can be created, however it must be in an email format, for _ . - _ . B B
example jane@abc.com the e st ezt Th account doemation snteved hete wi ol be modabl she yoschck Done, Movemeet, you car mesfly e assgnments al an ——

Cariscs Hede Asugrer o s mrATT Pree A pres T umpmee A

4. Enter the Email Address of the User e ser Information 3 [
5. Enter the User's First Name errasme: * | john toe Gabccompany com |
6. Enter the User's Last Name 4 :

I o o b com 0 I
First hlarms I John I 5 Roke Assignment
There is no requirement to add information without an 6 — 1
Asterisk . — o

7. Scroll down to Role Assignment, select the Role/s
that suits the needs of the Sub-user S . v

o

Note: Users can be assigned more than one Role h IEAL Customer Assigrmant

8. Scroll down to Customer Assignment, and identify - o o o

whether the user works specifically on one or more Account Settings 10 Customers

Customers (only customers with a relationship will — 8 ——
appear) ameof B

9. Click on Done (you may get a Confirm Domain e T e sy e
message particularly if you have not used the actual Russion lecrs S '
email address of the user for the Username, click Yes) E 9

10. Click on Save
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Manage User Deletion & Delete a User

Only the Account Administrator can manage roles, add users, and control
permissions. Even selecting all available permissions will not prove access to Account Settings
the Users section of the SAP Ariba Network.

Customer Relationships Users Notifications Account Mierarchy Application Subs -3 Account Registration Account Type Change Log

Prior to deleting Users from accessing the SAP Ariba Network, confirm that a

retention period has been entered. Retention periods are done in “months”. gostusaiies
To access the Deletion Retention period: Okdisia v o
1. Display the Account Settings screen with the Manage e
Users tab selected g : 0. s it s o S8 Netanes Retenton Periodiin montns
Filter Last Modified Date: 2 Feb 2024
2. EITHER - Click on the Manage User Deletion tab Update Retention Period
Or Click on More and select the Manage User Deletion e ey e
fram "‘_he drﬂp-dawn usl‘_ Cumtomen Relationshios Users WOtSCations ALLOUNE Hinarchy Appication Subscripsons Account Regiwion Account Type Charge Log
2. To add or change the retention period, click on Update e RS S\ R S M e, (O LSOKTE RETENTION PERIOD

Retention Period

4. Enter a number between 1 and 12 3 seerton e meres [1_J 4

5. Click on Save

6. The Retention Period is shown with the date the retention Account Settings “ 6 .
period was modified C—

A Green ribbon indicates that it has been successfully saved, . ool s b oAy (phted .

a Red ribbon indicates an error, correct and re-save S s 7
To Delete a User: (numbers in orange) oz g ’

1. Display the Manage Users Tab Cutcroes Reatombion.  Usry Nofcators  ASpicuion Sebeciptom  Accour Begutodion AP manageTes ' e ¢

2. Scroll down to the list of users : -

3. Selectthe User you need to delete 7 g . . : k x

4. Click on Actions

5. Select Delete from the drop-down list .

6. The details of the user are shown, click on OK
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Step 1. Log into SAP Ariba Network

« Go To SAP Business Network Supplier (ariba.com) and log into Ariba Network account using User ID and Password.

w Business Network

Supplier sign-in

‘ Username

Forgot username

New to SAP Business Network?
Register Now or Learn more

NV
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w Business Network ¥  Enterprise Account _

Home

Enablement

Discovery v Workbench Orders v Fulfillment v Invoices v Payments v Catalogs v Reports v Messages

Orders and Releases v | DXC Technology Serv... v = Exactmatch v | Order number

\ “

~m

Overview Getting started

o 3 0 @ ‘00

New orders | Orders : Rejected invoices | Remittances

Last 31 days Last 354 Days Last 31 days Last 31 days

© 2024 DXC Technology Company. All rights reserved.
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Step 2: How To Change Ariba Account Administrator: (Scenario # 1)

You’re the current administrator user and you’d like to transfer the administrator role to
another user that already exists in the account.

 If you currently have the Administrator role assigned to your user ID, use the following procedures to transfer the administrator role to another existing user:

« Select [initials] in upper right-hand corner of SAP Ariba application.

Create v | ses

« Select Settings > Select Users

DXC SampleSupplier

g o
My Acc
Accoun Satings Contact Adinis
Customer Relationships DXC ezBUY Test l
PT— -
Application Subscriptions | Company Profile
Account Regis Isa: ng: I
ork Settin Logout
Electronic Ord 2
Electronic |m
Accelerated P
Remittances
Data Deletion C
Network
s og
Audit Purg
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Step 3: How To Change Ariba Account Administrator: (Scenario # 1)

You’re the current administrator user and you’d like to transfer the administrator role to
another user that already exists in the Ariba Account.

+ Select Manage Users
E’ Business Network Enterprise Account

Account Settings

Customer Relationships Users Notifications Application Subscriptions Account Registration AP| management

Manage Roles Manage User Authentication Revoked Users

» Select the user you would like to make the Account Administrator. To the right of the user you would like to transfer the account to , click Actions > Make Administrator

=

D Usemame Email Address First Name Last Name SAP Business Metwork Discovery Contact Role Assigned Authorization Profiles Assigned Customer Assigned AN Access Actions + E! ==
I:‘ SLN@dxc.com SLN@dxc.com Larry Schuyler Mo Master Role All(1) Yes Actions v AN Access Actions
|:| dxc.0200027951 @ dxc.com DXCANTestSupplier@dxc.com DHC SampleSupplier Mo PROFILE_MGMT_ROLE, +5 All{1) Yes Yes Actions v

Edit

I. BAA tn Cantact |ict Darmmua fram Cantact |ict
Yes
Delete

Make Administrator

» Since only one user can administer an account at a time, you must select a new role for your user.
— Select a role for your own user and click Assign.
— Click OK to transfer the account administrator role.
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their account and you’d like to
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Step 1. Log into SAP Ariba Network

« Go To SAP Business Network Supplier (ariba.com) and log into Ariba Network account using User ID and Password.

w Business Network

Supplier sign-in

‘ Username

Forgot username

New to SAP Business Network?
Register Now or Learn more

NV
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w Business Network ¥  Enterprise Account _

Home

Enablement

Discovery v Workbench Orders v Fulfillment v Invoices v Payments v Catalogs v Reports v Messages

Orders and Releases v | DXC Technology Serv... v = Exactmatch v | Order number

\ “

~m

Overview Getting started

o 3 0 @ ‘00

New orders | Orders : Rejected invoices | Remittances

Last 31 days Last 354 Days Last 31 days Last 31 days
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Step 2: How To Change Ariba Account Administrator: (Scenario # 2)

You have access to the previous administrator’s account and you’d like to make yourself
(or another employee) the administrator

» Update the administrator account’s details to reflect the new administrator’s information.

« Select [initials] in upper right-hand corner of SAP Ariba application. Select My Account.

':F] J:l @ DXC SampleSupplier
| dxc.0200027951@dxc.com

Link User IDs

Contact Administrator

DXC ezBUY Test
0200027951

ANID: ANO1643404086-T
Premium Package

+ Update the page with the new administrator information. Remember to change the following: Account Information

— Username gt

— User’s full name et | DO |

— User email I |

— Contact Information B ‘
. Click Save.

e ez Woscloenr ‘]
7 L] et s et e o
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How To Change
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Administrator
(Scenario # 3)

Previous account administrator
left your company, but you have
access to the email address
associated with their user
profile.
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Step 3: How To Change Ariba Account Administrator: (Scenario # 3)

The previous account administrator left your company, but you have access to the email
address associated with their user profile.

* Reset the account’s password, then reassign the account using one of the previous 2 Scenarios (Scenario 1 or Scenario 2):

— On the Supplier Login page, click the Password link.

— Enter the email address associated with the previous administrators user profile.
— Select Submit
— SAP Ariba sends a password reset to the email address you entered.

— Follow the instructions in the email to reset the profile’s password and sign in.

« After you sign in, you can transfer the administrator role to an existing user (Scenario 1) or update the administrator user’s info (Scenario 2).
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How To Change
Ariba Account
Administrator
(Scenario # 4)

Previous account administrator
left your company, and you can’t
access the email address
associated with their user
profile.
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Step 4: How To Change Ariba Account Administrator: (Scenario # 4)
The previous account administrator left your company, and you can’t access the email
address associated with their user profile.

» Please contact SAP Ariba Customer Support from the Support Center to change the administrator. Instructions on How to Contact SAP Business Customer Support
as a supplier can be found here. You must provide the following information to be considered for the account administrator reassignment.

— The ANID number of the account
— The name of the current administrator
— The current administrator's email address

 If you go through this process, SAP Support is only authorized to update the administrator email address. Therefore, after the administrator email address is updated, we will
send a password reset email to the requested email address. The new administrator will then need to log in with the former administrator's username along with the new
password. Once logged in, the new administrator can change any additional information in the account such as first name, lastname etc.

« After reassigning a the administrator role, it's best to confirm that all email notification settings are updated as well. If you use the account for orders and invoicing, these
notifications include those related to where purchase orders are sent.
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